Note: This draft was prepared in an effort to assist the working group’s ongoing discussions.  As discussed by the group at its first meeting, it incorporates the elements of the RULONA Amendment, the Model Electronic Notarization Act (MENA), Nevada Assembly Bill 413, and Texas House Bill 1217.   It is intended to provide a basis for discussion, and has not been officially endorsed by any participants.
[bookmark: _GoBack]Amendment to section 24-21-502 
(1.5) “Appear personally” means:
(a) being in the same physical location as another person and close enough to see, hear, communicate with, and exchange tangible identification credentials with that individual; or
(b) interacting with another individual by means of audio-video communication in compliance with section 24-21-5XX.
(MENA)	Comment by Megan Waples: Nevada has a similar definition
24-21-5XX. Audio-video communication
(1) In this section:
(a) “Audio-video communication” means communication by which a person is able to see, hear and communicate with another person in real time using electronic means. (NV)	Comment by Megan Waples: MENA’s definition (§5A-1(1)) is very close to this.  RULONA has a definition for “communication technology” (14A (a)(1)) that is similar but contains requirements for the location of the signer and notary.
(b) “Credential” means a tangible record evidencing the identity of a person. (NV)
(c) “Credential analysis” means a process or service that complies with any rules or regulations adopted by the Secretary of State through which a third party affirms the validity of a government-issued identification credential through the review of public and proprietary data sources. (NV and TX)
(d) “Dynamic knowledge-based authentication assessment” means an identity assessment that is based on a set of questions formulated from public or private data sources for which the person taking the assessment has not previously provided an answer and that meets any rules or regulations adopted by the Secretary of State. (NV and MENA)	Comment by Megan Waples: Both definitions may not be needed, depending on the choices made in the subsection on identifying the signer.
(e) "Identity proofing" means a process or service operating according to criteria approved by the secretary of state through which a third party provides a notary public with a reasonable means to verify the identity of an individual through a review of personal information from public and proprietary data sources. (TX and RULONA)
(f) “Outside the United States” means a location outside the geographic boundaries of the United States, Puerto Rico, the United States Virgin Islands, and any territory or insular possession subject to the jurisdiction of the United States. (RULONA)
(g) “Principal” means:
(I) an individual whose signature is notarized in a remote notarization; or
(II) an individual taking an oath or affirmation from the notary public, but not in the capacity of a credible or other witness for the notarial act. (TX and MENA)
(h) “Public key certificate” means an electronic credential which is used to identify an individual who signed an electronic record with the certificate. (MENA)
(i) “Real time” means the actual span of uninterrupted time during which all parts of a remote notarial act occur. (adapted from MENA)
(j) "Remote notarization" means a notarial act performed by means of audio-video communication in accordance with this section. (based on TX definition of “online notarization”)	Comment by Megan Waples: Nevada and MENA limit remote notarizations to electronic notarizations.
(k) “Remote notarization system” means a set of applications, programs, hardware, software, or technologies designed to enable a notary public to perform remote notarizations. (adapted from MENA’s definition for electronic notarization system)
(l) "Remote presentation" means transmission to the online notary public through communication technology of an image of a government-issued identification credential that is of sufficient quality to enable the online notary public to:	Comment by Megan Waples: Nevada has a similar definition, but does not specify that quality must be sufficient to allow notary to ID and do credential analysis. 
(I)  identify the individual seeking the online notary public's services; and
(II)  perform credential analysis. 
(TX)
(m) “Tamper-evident technology” means a set of applications, programs, hardware, software, or other technologies designed to enable a notary public to perform notarial acts with respect to electronic records and to display evidence of any changes made to an electronic record. (MENA)
(n) “Venue” means the jurisdiction where the notary public is physically located while performing a notarial act. (adapted from MENA)
(2) A notary public may perform a notarial act by means of audio-video communication in compliance with this section and any rules adopted by the secretary of state for a principal who is located:
(a) in this state;
(b) outside of this state but within the United States; or
(c) outside the United States if:
(I) the notary public has no actual knowledge of the notarial act being prohibited in the jurisdiction in which the principal is physically located at the time of the act; and
(II) the principal confirms to the notary public that the requested notarial act and the record:
(A) Are part of or pertain to a matter that is to be filed with or is currently before a court, governmental entity or other entity in the United States;
(B) Relate to property located in the United States; or
(C) Relate to a transaction substantially connected to the United States. 
(NV and MENA; part (c) also RULONA.  Note that NV and MENA limit the authorization to electronic notarizations, RULONA and TX do not.)
(3) Before a notary public performs the notary public’s initial remote notarization, the notary public must notify the secretary of state that the notary public will be performing remote notarizations and identify the technology that the notary public intends to use, which must conform to any rules or regulations adopted by the Secretary of State. The notice must be submitted in the format required by the secretary of state and must include:
(a) an affirmation that the applicant has read and will comply with this section and all rules adopted by the secretary of state; and
(b) proof that the notary has successfully completed any training and exam required by the secretary of state.
 (TX, NV, MENA, modified to conform with existing language and requirements in SB 132)
(4) A notary public who performs a notarial act for a principal by means of audio-video communication shall:
(a) be located within this state at the time the notarial act is performed;
(b) execute the notarial act in a single recorded session that complies with subsection (10) of this section;
(c) be satisfied that any record that is signed, acknowledged, or otherwise presented for notarization by the principal is the same record signed by the notary;
(d) be satisfied that the quality of the audio-video communication is sufficient to make the determinations required for the notarial act under this part 5 and any other law of this state; and
(e) identify the venue for the notarial act as the jurisdiction within this state where the notary is physically located while performing the act. (MENA)
(5) A remote notarization system used to perform remote notarizations must:
(a) require the notary public, the principal, and any required witness to access the system through an authentication procedure that is reasonably secure from unauthorized access;
(b) enable the notary public to verify the identity of the principal and any required witness by means of personal knowledge or satisfactory evidence of identity in compliance with subsection (6) of this section;
(c) for an electronic record, provide reasonable certainty that the notary public, principal, and any required witness are viewing the same electronic record and that all signatures, changes, and attachments to the electronic record are made in real time; and
(d) be capable of creating, archiving, and protecting the audio-video recording and of providing public and official access, inspection, and copying of this recording as required by subsection (10) of this section. (MENA)
Identity of the Signer Option One (RULONA):
(6) In addition to the methods required by section 24-21-507 for the identification of an individual, a notary public has satisfactory evidence of the identity of an individual appearing before the notary public by means of communication technology if the notary public can reasonably identify the individual by means of identity proofing.
Identity of the Signer Option Two (MENA):
(6) (a) A notary public shall determine from personal knowledge or satisfactory evidence of identity as described in subsection (b) that the principal appearing before the notary by means of audio-video communication is the individual that he or she purports to be.
(b) A notary public has satisfactory evidence of identity if the notary can identify the individual who personally appears before the notary by means of audio-video communication based on:
(i) the oath or affirmation of a credible witness who personally knows the principal, is personally known to the notary public, and who is in the physical presence of the notary or the principal during the remote notarial act;
 (ii) a dynamic knowledge-based authentication assessment by a trusted third person that complies with rules adopted by the secretary of state;
(iii) a valid public key certificate that complies with rules adopted by the secretary of state; or
(iv) an identity verification by a trusted third person that complies with rules adopted by the secretary of state. 	Comment by Megan Waples: This term is not defined in MENA; according to the comments, it is intended to allow for future technologies.  
(MENA)
Identity of the Signer Option Three (NV; TX is similar, differences noted in brackets):
(6) For the purposes of performing a remote notarization, a notary public has satisfactory evidence of the identity of the principal if the notary public confirms the identity of the person by:
(a) Personal knowledge;
(b) Each of the following:
(1) Remote presentation by the principal of a government issued identification credential that contains a photograph and the signature of the person;
(2) Credential analysis of the government-issued identification credential and the data thereon; and
(3) [A dynamic knowledge-based authentication assessment] [identity proofing of the principal];
(c) Any other method that complies with any rules or regulations adopted by the Secretary of State; or
(d) A valid public key certificate that complies with any rules or regulations adopted by the Secretary of State.
(7) Without limiting the authority of a notary public under section 24-21-508 to refuse to perform a notarial act, a notary public may refuse to perform a notarial act under this section if the notary public is not satisfied that the requirements of this section are met. (adapted from RULONA)
(8) The certificate of notarial act for a remote notarization must, in addition to complying with the requirements of section 24-21-515, indicate that the notarial act was performed using audio-video communication technology. (adapted from RULONA, NV)
(9) The following short-form certificates of remote notarizations are sufficient for the purposes indicated, if completed with the information required by section 24-21-515(1) and (2) and subsection (8) of this section:
(a) For a verification on oath or affirmation by an individual making a personal appearance by use of audio-video communication technology:
[State] of ________________________________________
[County] of ___________________________________
Signed and sworn to (or affirmed) before me by use of audio-video communication technology on    (date)    by     (name(s) of individual(s)    , who declared that (he)(she)(they) (is)(are) located in              (location of signer)        [and that this record is part of or pertains to a matter that is to be filed with or is before a court, governmental entity, or other entity located in the United States or involves property located in, or a transaction substantially connected with, the United States].	Comment by Megan Waples: Here and in each of the following examples, this language would be replaced with any limits that the bill places on remote notarizations, or struck if there are no limits imposed.  This language comes from RULONA.
__________________________________
Signature of notary public
Stamp
[__________________________________]
Title of office
[My commission expires: _________]
(b) For an acknowledgment in an individual capacity by an individual making a personal appearance by use of audio-video communication technology:
[State] of ________________________________________
[County] of ___________________________________
This record was acknowledged before me by use of audio-video communication technology on    (date)    by     (name(s) of individual(s)    , who declared that (he)(she)(they) (is)(are) located in              (location of signer)        [and that this record is part of or pertains to a matter that is to be filed with or is before a court, governmental entity, or other entity located in the United States or involves property located in, or a transaction substantially connected with, the United States].
__________________________________
Signature of notary public
Stamp
[__________________________________]
Title of office
[My commission expires: _________]
(c) For an acknowledgment in a representative capacity by an individual making a personal appearance by use of audio-video communication technology:
[State] of ________________________________________
[County] of ___________________________________
This record was acknowledged before me by use of audio-video communication technology on    (date)    by     (name(s) of individual(s)     as (type of authority, such as officer or trustee) of (name of party on behalf of whom record was executed), who declared that (he)(she)(they) (is)(are) located in              (location of signer)        [and that this record is part of or pertains to a matter that is to be filed with or is before a court, governmental entity, or other entity located in the United States, or involves property located in, or a transaction substantially connected with, the United States].
__________________________________
Signature of notary public
Stamp
[__________________________________]
Title of office
[My commission expires: _________]
(d) For witnessing or attesting a signature by an individual making a personal appearance by use of audio-video communication technology:
[State] of ________________________________________
[County] of ___________________________________
Signed [or attested] before me by use of communication technology on    (date)    by     (name(s) of individual(s)    , who declared that (he)(she)(they) (is)(are) located in              (location of signer)        [and that this record is part of or pertains to a matter that is to be filed with or is before a court, a governmental entity, or other entity located in the United States, or involves property located in, or a transaction substantially connected with, the United States].
__________________________________
Signature of notary public
Stamp
[__________________________________]
Title of office
[My commission expires: _________]
(RULONA)
(10) (a) A notary public shall create an audio-video recording of every remote notarization. (MENA) Before performing a remote notarization, the notary public shall inform all participating persons that the notarization will be electronically recorded. (NV)
(b) A notary public who uses a remote notarization system to create the audio-video recording required by this Section shall enable the provider to perform the functions prescribed by subsection 5(d) of this section. (MENA)
(c) The audio-video recording required by this section shall be in addition to the journal entry for the notarial act required by section 24-21-519 and must include:
(I) at the commencement of the recording, a recitation by the notary public of information sufficient to identify the notarial act; (MENA)
(II) a declaration by the principal that the principal’s signature on the record is knowingly and voluntarily made; (MENA)
(III) all actions and spoken words of the principal, notary public, and any required witness during the entire notarial act; (MENA)
(IV) if the person for whom the notarial act is being performed is identified by personal knowledge, an explanation by the notary public as to how he or she knows the person and how long he or she has known the person; (NV)
(V) if the person for whom the notarial act is being performed is identified by a credible witness:
(A) a statement by the notary public as to how the notary public knows the credible witness and how long he or she has known the credible witness, and 
(B) an explanation by the credible witness as to how he or she knows the principal and how long he or she has known the person. (NV)
(VI) at the discretion of the principal, an accurate and complete image of the entire record that was viewed and signed by the principal and notary public. (MENA)
(d) The provisions of section 24-21-519, related respectively to security, inspection, copying, and retention and disposition of a notary public’s journal shall also apply to security, inspection, and copying, and retention and disposition of audio-video recordings required by this section. (MENA)	Comment by Megan Waples: SB17-132 requires a notary to keep their journal for 10 years after the performance of the last notarial act.  Upon resignation, expiration, etc., a notary must either retain the journals, transfer to state archives, or can leave them with an employer. 

NV’s bill requires notaries to retain recordings for 7 years.
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